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About this Product

PageScope Data Administrator V4 is an administration tool as plug-in of De-
vice Set-Up with which authentication data and addresses that are regis-
tered in the control panel of supported devices (multifunctional OA
equipment) can be edited and changed from other computers on the net-
work.

After importing and editing authentication lists and address lists from devic-
es, it can be used to then export these lists to devices.

PageScope Data Administrator V4 can import address lists in formats such
as XML, CSV, TAB, LDIF, and Lotus Notes Structured Text.

The LDAP protocol can be used to both search and browse destination data
on directory servers such as Active Directory, and to import these addresses.

Trademarks

KONICA MINOLTA, the KONICA MINOLTA logo and PageScope are either
trademarks or registered trademarks of KONICA MINOLTA, INC.

Active Directory, Microsoft and Windows are either registered trademarks or
trademarks of Microsoft Corporation in the United States and/or other coun-
tries.

All other product names are trademarks or registered trademarks of their re-
spective companies.

N

Note

The dlialog boxes that appear in this document may differ from those that
appear on your PC, depending on the installed devices, specified set-
tings, and PC that you are using.

...

Note
Unauthorized reproduction, transiation or duplication of this document,
whether in its entirety or in part, is strictly prohibited.

The content of this document is subject to change without nofice.

Copyright © 2004 KONICA MINOLTA, INC. All rights reserved.
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Getting Started

1 Getting Started

1.1 System Requirements

Systems must have the following specifications in order to use this software.

Operating System

Windows Vista Enterprise (SP2 or later)*
Windows Vista Business (SP2 or later)*
Windows Vista Ultimate (SP2 or later)*
Windows 7 Enterprise (SP1 or later)*
Windows 7 Professional (SP1 or later)*
Windows 7 Ultimate (SP1 or later)*
Windows 8.1 Pro *

Windows 8.1 Enterprise *

Windows 10 Pro *

Windows 10 Enterprise *

Windows 10 Education *

* 32-bit(x86) and 64-bit(x64) editions are supported.

Computer According to the recommended system requirements of your operating
system.
Memory (RAM) According to the recommended system requirements of your operating

system.

Unused hard drive

600 MB or more

capacity
Display 800 x 600 pixel, 16 bit - color or better
Network TCP/IP protocol

Web browser

Microsoft Internet Explorer
The latest version supported by each OS.

Libraries

Microsoft .NET Framework: Both of the following versions are required.
e NET Framework 3.5 (SP1 or later)

* .NET Framework 4.5 or later

* If you are using Windows 8.1 or Windows 10, install .NET Framework
3.5 separately with the following procedures.

1. Open [Control Panel], and then click [Programs] - [Programs and Fea-
tures] - [Turn Windows features on or off].

2. Select the “.NET Framework 3.5 (includes .NET 2.0 and 3.0)” check
box, and click [OK].

3. Complete the installation according to the instructions shown.

Supported Devices

Please refer to the Readme file.

Refer to the Readme file for the latest information about the operating envi-

ronment.

...

Note

In order to use this software, it is necessary to enable OpenAPl from the
device panel by selecting Administration Settings, then System.

PageScope Data Administrator 1-1



Getting Started 1

1.2 Overview of Functions

Below is a functional overview of PageScope Data Administrator.

e Acquisition and configuration of management data, network data, au-
thentication data, and address data registered on the device.

e Backup of management data, network data, authentication data, and ad-

dress data registered on the device.

Copying of authentication data and address data to another device.

Bulk settings of user data, group data, and abbreviated address data.

Setting of access restrictions on a per-function basis.

Import of data (XML, CSV, LDIF, formats) saved in files.

N...

Note
If multiple device screens are open, then address and other data can be
copied and pasted to other devices.

For details of the following functions, refer to the user's guide of the Device
Set-Up.

e Search/Registration of the supported device

Network initial settings

Import/export of the device list

Auto protect function

Function access restriction file settings

Group settings

LDAP server access settings

Display option settings

N...

Note

When the PageScope Data Administrator is being employed for opera-
tion, make sure that other administrators do not make any operation with
the control panel or the PageScope Web Connection.

PageScope Data Administrator 1-2



Software Installation 2

EEE
2 Software Installation

2.1 PageScope Data Administrator
Install and uninstall PageScope Data Administrator (below: “Data Adminis-
trator”) as follows:
Installation
v/ When the Device Set-Up is not installed, the Device Set-Up installer is ac-
tivated. Be sure, first of all, to install the Device Set-Up.
1 Open the Data Administrator folder.

— Confirm the location where you copied Data Administrator.
2 Double-click Setup.exe. The installer starts.
3 Proceed with the install as indicated on the screen.

4 When the InstaliShield Wizard Complete screen is displayed, click
Finish.
Click Start, then All Programs—KONICA MINOLTA—PageScope
Data Admin V4, and confirm that the PageScope Data Administrator
V4 icon is there.

PageScope Data Administrator 2-1



Software Installation 2

Uninstallation

v Please note that the use of the Data Administrator becomes unavailable
if the Device Set-Up is uninstalled with the Data Administrator installed.
On an occasion like this, reinstall it with the installer of the Data Adminis-
trator to install the Device Set-Up.

1 Click Start — Control Panel, to open the Control Panel.

2 Double-click Programs and Features.

3 Inthe Currently installed programs field, select KONICA MINOLTA
PageScope Data Admin V4, and click Uninstall.

4 When the Confirm Uninstall screen is displayed, click OK.
Uninstall commences.

5 When the Maintenance Complete screen is displayed, click Finish.

PageScope Data Administrator 2-2



How to Use the PageScope Data Administrator 3

L[ T [

3 Howto Use the PageScope Data Admin-
istrator

3.1 To Start

Start Data Administrator as follows.

To Start

-  Click Start, then All Programs—KONICA MINOLTA—PageScope
Data Admin V4—PageScope Data Admin V4.
Main window appears.

i KONICA MINOLTA PageScope Data Administrator - [TOP]
1 Ele Euncon Tool Mindow Help

- & X
= | +3 Regishiation of Device & Netwark Initial Setting

Basic Settings | Setlings for mulliple devics:

Device list Funcion Selection

Steus StahusDisplay | eaiteed

n
selings.

By Acmiristrator

& Onine - Detault Group KONICA MINOL. Deevice Selection Fiter
Display Al

N...

Note

At the time the application is first started, the Application protect set-
tings screen is displayed. Refer to “Device Set-Up User’s Guide” about
Application protect settings.

Refer to “Device Set-Up User’s Guide” for more information about the
main window.

3.2 To Exit
Exit Data Administrator as follows.

To Exit

- From the File menu, select Exit.

PageScope Data Administrator 3-1



How to Use the PageScope Data Administrator 3

3.3 Device Registration

When using the Data Administrator, it is necessary to make a search for a
supported device on the network for registration.

As a method for the search/registration of a supported device, the following

are available.

e Method for searching a supported device on the network

e Method for searching a supported device with the IP address specified.

e Method for registering a supported device from the Function access re-
striction file

e Method for registering a supported device from the local file

Q

Detail
For details of the method for search/registration of the supported device,
refer to the user's guide of the Device Set-up.

PageScope Data Administrator 3-2



How to Use the PageScope Data Administrator

3.4 Administrator settings

Make an administrator setting for the device registered with the Data Admin-
istrator.

Administrator settings

1

Start the Data Administrator to display main window.

For details of the method for displaying the main window, refer to
page 3-1.

Select the device to import information from the list and click [Admin-
istrator settings] in Function Selection field.

% KONICA MINOLTA PageScope Data Administrator - [TOP] EEX
{4 File  Functon Tool ‘Window Help -8 x
| 4+ Regisralion of Device & Network Iritial Setiing
Basic Settings || Setings for multiple device | Application initial setting
Deviee list Numbe of Displayed Devices:2 Function Selection
Status Status Display E:Q‘S‘E'Ed Group name Model name S:;"‘:i ] Authentication Settings? Adk
p P — B Admiristrator setfings.
B4 Onine

Device Selection Filter
Display Al
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How to Use the PageScope Data Administrator

3

3 Set the method for reading the supported device and then click [Im-

port].

Import the device information.

Import the devics information

Registered group | Default Group

Registered name [

Device address [

Scan seftings

Import functions

Target of importing

&

2 Admiristrator settings

@) Dbtain from the device

Help(F1

Impot. | [ Cancel

— Administrator settings:

Select this to read administrator settings from a device.

— Target of importing:

To connect devices and import the most recent data, select Obtain
from the device, and to import data from the last access from a lo-
cal file, click Previous data.

- MEMO

The following screen is displayed according to the settings of the
SSL communication. In order to continue the operation, click [Yes]

in either case.

When the SSL communication is not yet
set.

PageScope Data Administrator 3]

Registered name I - ]

Registered group name

When the SSL communication is already

3]

KONICA MINOLTA bizhuh 0550

aotivals the 551 setings of penaP’)

[Defaul Broup |
Model name KONICA MINOLTA bizhub CE52
Device address I .o ]
Pubichr
2 Device of non-S5L commurication is detected. Continue? [f you
i) want to activate S5L, visit PageScops Web Connestion and

S s o, DU=T1, OUKONIGA NINOLTA bchus D850,

11 st . OU=1 1, 0U=KONICA MINDLTA bahib G550

s v, CHY VT
0U-00208B534D47, D111, L1253, ClP

Term ofvay

0310872007 011822 - 310772017 011822

PageScope Data Administrator
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How to Use the PageScope Data Administrator 3

4 When the administrator password screen is displayed, enter the ad-
ministrator password of the device and then click [OK].

Administrator, password E‘

Fiegistered name: .=

Registered group name: ‘ Default Group |

Model name: [KONICA MINDILTA bizhub C5G0 |

Divice address: [KMBT53:483 |

Device name: ‘ |

[ save

Admiristator password: ‘ ]

Admiristiatar passward [Confimation: ‘ |

HelpfF1) [ K | [ caws |

— Putting a check mark at [Save] dispenses with the entry of the pass-
word on and after the next time.

5  When selecting an item you want to set from the “Function selection”
provided on the left of the screen, make a change to the setting and
then click [Export to the device].

(i Fle Edt Tool Widow Hep
[ TOP | #63 Registiation of Device &3 Network Initisl Setting

Funcion sslection: Device information:

e

Hioh(
ystem information
Counter information
=2, Administrator setings

<& Oriine Support
3 Scanner
€5 Fay
g Network Fax
Secury
& Power supply mansgement
=99 Network
B DNS
1y IP6 Address Informatic
&ty IPsec Information
8 Raw Fort
B4 |P Fikering
| Netwiare

| AppleTak
| Bonjour v

HelolF1

Device information

Item Yabe
Registering name L -

Group name Defaull oy

bodel name KONICA MINOLT# bizhub C550
Device addiess 0 0 e
<

The latest access date and fime

Function The latest access date and time:
Adwinistator setti. 1178/2007 6:51:17 PM

<

Current status (11/8/2007 85117 P

Tupe Status
A\ Printer Caution(PaperEmptyManual)
£ Scanner FReady

[EJ Powerstate  Sleep mode

<

k3 Befiesh fom the device. =

— For details on settings for each device item, refer to Help.

PageScope Data Administrator
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How to Use the PageScope Data Administrator

6 Click [Write].
Export to the device b_?|
“wiite the edited data to the device?
Group name: |Delau|t Group ‘ @
Reqistered name | - . . ‘ 1
Device address: | .. ‘ @
Help(F1 Write... l [ Cancel

1 Click [OK].

KONICA MINOLTA PageScope Data Administrator (X

.
- | ) Update data complately,

The administrator setting is written.

PageScope Data Administrator



How to Use the PageScope Data Administrator

3.5 Single Device Settings

Set abbreviated addresses and other data registered with Data Administra-
tor. Settings items and procedures may vary between devices.

This gives an example using the bizhub C550. For settings items and proce-
dures for other devices, refer to Help.

N

Note

Settings items and procedures may vary between devices. Refer to Help
for details.

Import Information from Device

1 Start the Data Administrator to display the main window.
— For details of the method for displaying the main window, refer to
page 3-1.
2

Select the device to import information from the list and click [Authen-
tication Settings/Address settings] or [Administrator settings] in Func-
tion Selection field.

2 KONICA MINOLTA PageScope Data Administrator - [TOR]
/& Ele  Eunction

Tool Mindow Help -ax
| +2 Regiration of Device & Metwark Iritial Seting
Basic Seftings | Setlings for multipls devies | Application inital sstling
Device list Number of Displayed Devices:2 o
Registered
Status  Status Display name. o1
IR R

& Onine

gvice Selection Fiter
Display Al
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How to Use the PageScope Data Administrator 3

3 Set the method for reading the supported device and then click [Im-
port].

Import the device information.

Import the devics information

Registered group | Default Group ]

X
Registered name [ "= | E/!‘

Device addiess, |kMBTS32483 |

Scan seftings

Import functions Target of importing

2
i

(3@ [ Authentication Setiings ) Obtain from the device

@ Address settings () Obtain from the device

HelolFt mpat | [ Caneel

— Administrator settings:
Select this to read administrator settings from a device.

— Authentication Settings:
Select this when importing authentication settings from devices.

— Address settings:
Select this when importing address settings from devices.

— Target of importing:
To connect devices and import the most recent data, select Obtain
from the device, and to import data from the last access from a lo-
cal file, click Previous data.

- MEMO
The following screen is displayed according to the settings of the
SSL communication. In order to continue the operation, click [Yes]
in either case.

When the SSL communication is not yet When the SSL communication is already
set.

PageScope Data Administrator 5]

Registered name I

Registered group name [Defeut Broun ] KONICA MINOLTA bizh C650
Mol name [KOMICA MINDLTA bizhub CE52 ]
S O W R v 1ot b . OU=11, OU=KONICA NINOLTA b 550,
Device address I ] 0U=00206B534D47, 0-111, L-22, 533, CalP
Pubisher
/' vor-SSL communication is detected. Continue? [ yo s i, Nk M TS T b v it . OL1=11, OU=KONICA MINOLTA bichub G650,
! want o activate SSL. vist PageScope Web Corection and OU-COZ0EBE340 47, 0-111, -2, 533 CP

acivate the S5 ssitings of DpendF’)

Temof vadty

/0872007 011822 - 310772017 011822

PageScope Data Administrator 3-8



How to Use the PageScope Data Administrator

3

4 When the administrator password screen is displayed, enter the ad-
ministrator password of the device and then click [OK].

Administrator, password E‘

Registered name: [ .. ]

Fiegistered group name:

|Defaul Group ]

Model name:

[KONICA MINDLTA bizhub C550 |

Device address:

[KMBTS44BS ]

Device name: ‘

[ save

Admiristator password: ‘

Admiristiatar passward [Confimation: ‘ |

HelpfF1) [ K | [ caws |

Putting a check mark at [Save] dispenses with the entry of the pass-
word on and after the next time.

5 Selecta setting item from the Function Selection field.

5 KONICA MINOLTA PageScope Data Administrator - [Authentication settings/Address settings - Default ..

(Gl Fle Edt Tool Window Help 8 x
[ TOP | +3 Registration of Device & Metwork Initial Setting
R Device infomatian
. Deviee informalion
s ltem Velue
Addiess sellings Fegictoing name 4 __w
User box Gioup name Defaul Group
Model name KONICA MINOLTA bizhub C50
Device addiess 0
< "
The liest access dete and fime
Fungiion The letest acosss dete and fine
Avthentication se... 11/8/2007 65552 PM
Address seftings 11/8/2007 65552 PM
X | &
Curent stalus [11/8/2007 65552 PH]
Tope Status A
A Piinter Cautio(PaperEmptyManual) <
< >
< | @ = =
HelpiF1 3 Refresh rom the device, [*]

— For details on settings for each device item, refer to Help.

PageScope Data Administrator 3-9
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N

Note

If the SNMP read community name has changed, the Input SNMP read
community name will be displayed. Input the read community name,
and click OK.

When the SNMP Read Community Name Is Displayed

-

Read community name: Input the SNMP Read community name.

Import Abbreviated Address Data from CSV Files

Some destination types may not be supported by all devices. If a device
does not support the desired destination type, import the BIN file (a file
stored from the [Backup of Address and Authentication data] menu) first,
then follow the procedure below to import the abbreviated

addresses via a CSV file.

1

Start the Data Administrator to display main window.
— For details of the method for displaying the main window, refer to
page 3-1.

Select the device to import information from the list and click [Authen-
tication Settings/Address settings] in Function Selection field.

| Basic Setings | etlings for mulliple device | Application intial setting

Device list
Status Status Display

B4 Onine y - Defeult Group KONIGA MINOL. Devics Selection Fier
Display All -

Flegistered
name

PageScope Data Administrator 3-10



How to Use the PageScope Data Administrator

3

Set the method for reading the supported device and then click [Im-

port].

Import the device information.

Import the devics information

Registered group | Default Group ]

X
Fegistered name [ .- | ‘[

Device addiess, |kMBTS32483 |

Scan seftings

Import functions Target of importing

2
i

(3@ [ Authentication Setiings ) Obtain from the device

@ Address settings () Obtain from the device

HelolFt Import Il Cancel |

— For details of the operation for reading the supported device, refer

to page 3-7.

Select [Address book] from the Function selection list.

5% KONICA MINOLTA PageScope Data Administrator, - [Authentication settings/Address settings - Default ..
(3l Fle Edi  Tool Window Help
1531 TOP |+ Registiation of Device & Metwork Iniial Setting

Addvess book st

Function selection: 6/ 2000item(s)
= (& Device information( = ___+| | Status No | Abbreviated name DesA| | Edit
54 System information KL Regist.. 0001 SMB1 SME
=g Authertcaton setings (L Regit.. 0003 WebDAV1 wt
% pom auenlioston s || (@ Regit.. 0004 fot Fau
L ‘éﬁdyemenms (edRiegisl.. 0005 £50 P4 ®

: ” G Regist.. 0005 650 IPA
o i 007

[ Progiam address . naos —

=l E magl fle : EEWDS [ Change Registered No.

= EMailent i

[E¥ Prefin/Sutfiv 1 ooi1 Displag/Mot Display:

(5 User box i o2 ] E-Mail ¥
013 = 3
oma ]

LnE)
ame 5 \PMAEddvessFax 1
sg:; v| [ sPFa: v

I~
I~
I~

1 >

HelplF1 4 Refresh from the device. =1

From the [File] menu, select [Import] — [Import each data from the file].

The Open screen appears.

Select the import file, and click [Open].
The Import wizard from file screen appears.

PageScope Data Administrator



How to Use the PageScope Data Administrator 3

7 Setthe starting position, and click [Next].

Import wizard from file 1/4 &

Select starting position mode

() Import data from the first line

Total 1989

(& Import from the selected line

Total 1989

Import fle

CADocuments and SettingsikakubD esktophtestDZ bt

Destination type

[] EMal ~
[ Fa

[ Internet Fax §
[ sHe v

— Select starting position mode:
To start import from first line of the displayed file, select Import
data from the first line, and to start import from a selected line of
the displayed file, select Import from the selected line.

— Destination type:
Select the destination type. Items that can be selected may differ
depending on the device type and options.

8 setthe import method, and click [Next].

Import wizand from file 2/4 E‘
Hesd lins ssttings
[ Lise dlts follwsing hssdler s [ 0% HeadsrLine Number (04111
Deliter Test cusitier
Tab [ Lomma [ Semicolon
3
[ Space [ Otker: | tmen1 charscters)
Fow number 1 colamn 2 calumn 3 calumn 4 calumn 5 calumn
1 Abbrevisted rame  Destination tppe Search ke
2 1okyo E-Mail Tuw
3 asska E-si Mo
1 5MB1 S Py
5 bosll User bax Abe
B WebDAVDI WebDAY Wiy
7 1P 1P Addhess Fan Ghi 1
8 123@iestlocal  Intemet fax Other
3 Test Fiix Fox Other 1234567830
0 FTP1 FTP Dt
11 nagoya E-Mal Mg
12 fukucka E-Mail Def
< | >
HelpiF1 Back | Men | [ Cancal
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How to Use the PageScope Data Administrator 3

Use data following header line:

Select this to use data from following the header line.

Header Line Number: Specify the header line.

Tab: Select this when the data to import is delimited with a TAB.
Comma:

Select this when the data to import is delimited with a comma.
Semicolon:

Select this when the data to import is delimited with a semicolon.
Space:

Select this when the data to import is delimited with a space.
Other:

Select this when the data to import is delimited with a different de-
limiter.

(max. 1 characters):

If Other is specified, specify the character to use as a delimiter.
Text qualifier: Select the text qualifier.

Set Item names for data to import in each row, and click [Next].

Import wizard from file 3/4 E‘
Each data entry from the right side] Source data) may be mapped to a column on the left side( Destination data] to
configure the import
Allocation of import fisld Impart fighd fist

i ~
Calumn name Impart item name Item name
T ealumn Address name
2 column Search key
3 calumn
4 calurn
5 column
& colurn K —
7 calurnn = ancel
1 column 2 caolurnn 3 calunn 4 columin & column E colunn
Abbrevisted name  Destination type Search key
tokyo E-Mail Tuy
osaka E-Mail Mno
5SMB1 SMB Pars
box01 User box Abc
wiebDANTT WebDAY Wiyz
IP-1 IP Address Fax Ghi 192.168.1.20
123@test local Intermet fax Other
Test_Fax Fax Other 1234567230
FTP1 FTP Det
hagoya E-Mail Mro
fukucka E-Mail Def
< >

Select: Select allocation of import field list items.
Cancel: Deselect allocation of import field list items.
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10 setdatato import, and click [Import].

Import wizard from file 474

Select data to import
Impart data it II| ftem <) selected itemi <) displayed
Select | Destination Type | Search key Gelect
I T T T et =
E-tail Mna osaka
EMai Fas SHET
E-Mail Ahe box01 -
E-Mail liyz “w/ebDANDT
EMai Ghi P
E-Mail Other 123@test local
E-Mail Tuy Test_Fhx
EMai Def FTFT
E-Mail [ nagoya
E-Mail Def fukuoka

— Select: Select data to import into the device. Select data to import

from the list, and click [Select].

— Cancel: Cancel data selection. Select data to delete from the list,

and click [Cancell.

171 Wnhen FTP or SMB is selected for the Destination Type, specify the FTP

settings and then click [OK].

Import settings

FTF zettings

[] Bassive Mode

[] Use Prosy

X

oK

J |

Cancel ]

— Passive Mode:

Put a check on it when the Passive Mode is used.

— Use Proxy:

Put a check on it when the Proxy is used.

PageScope Data Administrator
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Import Abbreviated Address Data from an LDAP server

1 Start the Data Administrator to display main window.

page 3-1.

For details of the method for displaying the main window, refer to

Select the device to import information from the list and click [Authen-

tication Settings/Address settings] in Function Selection field.

%% KONICA MINOLTA PageScope Data Administrator - [TOP]

1 Ele Euncon Tool Mindow Help

| +2 Regiration of Device & Metwark Iritial Seting

BT

-8 x

Basic Settings | Setlings for mulliple devics:

& Onine

Default Group

KONICA MINOL.

Device st Number of Displayed Devises:2 Funclion Selection
Steus StahusDisplay | eaiteed Group name Model name el (7] duthentication S etings? Adc
= p— - iy Admiristrator settings
| @ [oire [ o e [DetsutGoup  [KonicsMiNgL

Device Selection Fier
Display Al

3

port].

Import the device information.

Import the device information

Set the method for reading the supported device and then click [Im-

Registered group | Defaul Group |
Registered name [ -
Device address [ERETE]

Sean settings

Impot functions Target of imparting

2
sdh

Cd Buthentication Settings (%) Dbtain fram the devics

@ [ ddress setings (%) Dbtain from the device

HelofF1

Import

[ Cancel ]

to page 3-7.

For details of the operation for reading the supported device, refer
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4 Sselect [Address settings] - [Address book] from the Function selection
list.

%% KONICA MINOLTA PageScope Data Administrator - [Authentication settings/Address settings - Default ..

(5l Fle Edt Tool Window Help
191 TOP |+ Registralion of Device & Netwark Iniial Setting
Functon selectior: oS 6/ 2000terfs)
& (3 Device information] _*_ _+| | Status Mo | Abbreviated name pesn| [ Edt
{2k System informalion L Riegist.. 0001 SMET SME
Courter information Bl Reget. 0002 FIPI FTP &l Defete
= [2g Authentication settings [RRegis.. 0003 WebDAYI et
=
& Userauhenticatonsetings || ST g oy o
(@ Estemal Server
(3 Regist.. 0005 €50 P&
£ @ Address settings B
o ” D Regist. 0006 B50 IPA
5 007
[ Program address ot oo —
5 EMailtest . omo = BILE
[EF Prefin/suffix ] ool Displap/Mot Display:
B Userbor . 2 [V] E-Mai -
03 [] Fax X
s [l FTP
s [i] WebDaY
ome 5 \E;’MAEdd F. 1
] hess Fa
o7 =
i v| |2 sPFa v
< | 3] | 12
HelplF1 3 Befresh fom the device. =}

5  Fromthe [File] menu, select [Import] — [Import (LDAP)].

The Search wizard of LDAP directory screen appears.

6  Setthe starting position, and click [Next].

Search wizard of LDAP directory 1/3

=

Select starting position mode

() Import data from the first line

Total 1889

(& Import from the selected line
Total 1989

Destination type

® EMail O Eax V5P Fai) O Intemet Fax
HelolF1 [ hew ] [ conce

— Select starting position mode:
To start import from first line of the displayed file, select Import
data from the first line, and to start import from a selected line of
the displayed file, select Import from the selected line.
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— Destination type:
Select the destination type. Items that can be selected may differ
depending on the device type and options.

7 Setthe search filters, and click [Find].

Search wizard of LDAP directory 2/3 &‘
Find
Directory name LD&P server v LDAP
Filter

| Wame | | Contains v [

| EMail address | [ Contains v |

| Last name | | Contains v |

|
|
o | [ Cortais || \
|
\

| First name | | Contains >

Address name E-Mai address PhoneNui.. | FaNumber =

Specify an Address

N v

HelplF1 [ mek [ Hew | [ cancel

— Directory name:
Select the LDAP server to search.
- LDAP:
Configure LDAP server settings. Refer to “Device Set-Up User’s
Guide” for details.
— Filter: Search filters include items, conditions, and search words.
- Find:
Searches the LDAP server using the conditions set in the filters.
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8  Confirm search results, and click [Next].

Search wizard of LDAP directory 2/3

]

Find
Ditectory name LDAP server v Lbap
Fiter
[Wame | | contains v | |
[E-Mail acdess | [ Cotains v | J
|ou ~| [cortains v |
[Lastrams <] [Cortaine Sl \
| First name | | Contains v [ J
Address name E-blail adhess Phone Nu_ | Fax Mumber =
G Telem b [ by -
T S Specily an Address
o v
] >
HelplF11 <Back ] [ Hest> ] [ Cancel

9

Set data to import, and click [Import].

Search wizard of LDAP directory 3/3
Highlight the row and click sslect

Import data list

Select | Address name | E-Mail address
Select

[0
¢ KONICAMINOLTA.bt.psa.vd.Lib

|~

INDOLTA. bt psa. vd.Libran,

=
naiy,

aaL Cancel

<Back Irnport

I

HelplF1

Caricel

| [

Select:

Select data to import into the device. Select data to import from the

list, and click [Select].

and click [Cancell.

Cancel: Cancel data selection. Select data to delete from the list,
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10 Sselect the data imported and then click [Export to the device].

(5l Fle Edt Tool Window Help
191 TOP |+ Registralion of Device & Netwark Iniial Setting

Functon selectior: oS &/ 2000terfs)
(3 Device information( +___ Status Mo Abbreviated name Des&| g Edit
System rformation L Regiel.. 0001 SMB1 SME
Courter information ELRegit. 0002 FIPI FTP =l Delete
= [3g) futhentication settings fnsgm 0008 | wetDavi woll =
=
éﬂ g:iv:‘:l?;::,am Mg || PSR 0004 el Fax = Copy
5 @ Address seltings(Update) RFeget.. 0005 £50 P 3
ddiss booklUpdete) | Eie LN Lo
22 Group oddress TRAdd 0007 userdl EH. w =
I Program address fhAdd 0008 we2 EM. u
i 0003 3
. oo =
[EF Prefin/suffix ] ool Displap/Mot Display:
5 User box . o2 ] E-Mail =
03 [] Fax 1
s [l FTP
w5 ] WebDAY
s ] SHE 3
] IP dddfess Fa
o7 =
e v| |2 sPFa v
< 3| | < | >
HelplF1 I@ Fisfresh fiom the dsvice. ] [@ Export tathe device.

The device information is written.
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Import Abbreviated Address Data from a Previous Device

1 Start the Data Administrator to display main window.

page 3-1.

For details of the method for displaying the main window, refer to

Select the device to import information from the list and click [Authen-

tication Settings/Address settings] in Function Selection field.

%% KONICA MINOLTA PageScope Data Administrator - [TOP]

1 Ele Euncon Tool Mindow Help

| +2 Regiration of Device & Metwark Iritial Seting

BT

-8 x

Basic Settings | Setlings for mulliple devics:

& Onine

Default Group

KONICA MINOL.

Device st Number of Displayed Devises:2 Funclion Selection
Steus StahusDisplay | eaiteed Group name Model name el (7] duthentication S etings? Adc
= p— - iy Admiristrator settings
| @ [oire [ o e [DetsutGoup  [KonicsMiNgL

Device Selection Fier
Display Al

3

port].

Import the device information.

Import the device information

Set the method for reading the supported device and then click [Im-

Registered group | Defaul Group |
Registered name [ -
Device address [ERETE]

Sean settings

Impot functions Target of imparting

2
sdh

Cd Buthentication Settings (%) Dbtain fram the devics

@ [ ddress setings (%) Dbtain from the device

HelofF1

Import

[ Cancel ]

to page 3-7.

For details of the operation for reading the supported device, refer
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3

4

When the administrator password screen is displayed, enter the ad-

ministrator password of the device and then click [OK].

click [Yes].

Confirm of the SSL certification.

Are you sure to accept certification?
Certification information is as follows,

When the confirmation message of the SSL certificate is displayed,

[KONICA MINDLTA bizhub C850 ]

Device address [= e
Mode| name

Registered name [ -
Cerlificated Object

ol . . & i, =00 T Ul T By
bizhub CES0, OU=00206B534D47, D=bt, L=bt, S=aichi, C<IP

sk, OU=bt, DU=RONICA MINOLTA

Publisher

—— - . aia g, CH=U0 T ML &
bizhub CES0, OU=00206B534D47, 0=bt, L=bt, S=aichi, C<IP

o hammomsada, OU=bt, OU=KONICA MINOLTA

Tem of validity

9/22/2007 2:58:16 PM - 9/21/2008 2:58:16 PH

(5l Fle Edt Tool Window Help
191 TOP |+ Registralion of Device & Netwark Iniial Setting
Functon selectior: oS 6/ 2000terfs)
=-[3) Device information( . Status Mo Abbreviated name Des®| g Edit
&y System formation L Regist.. 0001 SMB1 SME—
=g A“‘hj”““";” XT“‘"?“ , (7 Regist.. 0003 WebDAYT Wet
(@ Estemal Server
5 @ Addiess seltings GRegit.. 0005 E50 IPA ®
o }_ fRiegist.. 0005 E50 IPA
e
" w Find
[ Progism address 0008 =
) E-Mail test oo =) ge Reg
[EX Prefin/Sutfin 0011 Display/Mot Display:
5 User box o2 [¥] E-Mail ~
o3 [V] Fax T
s [l FTP
w5 ] WebDAY
s ] SHE 3
] IP dddfess Fa
o7 =
e FIRCERE v
< | )] J >
HelplF1 3 Befresh fom the device. [*]

vice].

From the [File] menu, select [Import] — [Import from the previous de-

The Import from a device screen appears.
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8 Set devices from which to import abbreviated address data, and click
[Import data].

Import from a device

Select 2 device

@ Select device 0 itsms

Device name IP addiess
Segrch settings...

© Input a device addiess

s

— Select a device:
To select devices from the automatically detected device list,
choose [Select device], and to select connected devices by speci-
fying their IP address or host name, select [Input a device address].

— Refresh: Re-search for devices within a specified search range.

— Search settings:
Set the search range for devices. Refer to “Set Search Range” on
page 3-25 for details.

— Select Device: Select the device model.

— Device Address (max 126 characters):
Input the IP address or the host name of the device.

— For details of the supported device, see the Help.

9 Input the administrator password of the device, and click [OK].

Fleaze input a device administrator password,

Password: |

HelplF1 [ ok ][ conea |

— Depending on a device, the entry of the User ID is required.
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10 setthe import conditions, and click [Next].

Specification of import condition &
Select starting position mode

) Import data from the first line

Total

@ Import from the selected line

Total

Hedp[F1 I <Back l I HNestx I I Cancel l

— To start import from first line of the displayed file, select Import
data from the first line, and to start import from a selected line of
the displayed file, select Import from the selected line.

11 Selectdatato import, and click [Select].

Import from a device

Please select importing data and click select button,
Imported data list ljl items selected items displayed
Select | Abbreviste.. | Sendinfor Destination Al Select
AKI E-bai kinmbah apanagFEt oricarirca.
W - EMal [ ——,
e T
‘riricg  EMal reyakcnonctoidconceindtap
b ~<Edq  EMal riskoiorcsiEcnicasndap
rakarcia E-Mal kiyochi sakanotoidanicamnata p
LT E-Mail stznhihrsrsini@osceendtap
GumdiMal E-Mal tochhine ok oricanincla
Mudk i E-Mal nacki baracsi@oricasndta p
MadpFi E-Mail oy parhaparn el crcaracla B
EE E-Mal hirchas o oricanincla. co.p
[l T8 E-Mall kiyochi sakanotoisanicasnata p
ik E-Mal thiger azscke Bk oricarincla p
Arercros  EMal I oSk oricanincla p L
mcharasd  E-Mal richyonakaldonicamndap
o E-Mal katzuhins ok sd ek oricanincla
@1 EasE E-Mail o lresralioscesndta p
ST AT F Ml vharmbarba i i aararrlla 4
| >
s
- Select:

Select data to import into the device. Select data to import the list,
and click [Select].

— Cancel:
Cancel data selection. Select data to delete from the list, and click
[Cancel].

12 click [Import].
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13 Select data to be imported and click [Export to the device].

7% KONICA MINOLTA PageScope Data Administrator - [Authentication seti /A ddress settings - Default

(i Fle Edt Tool Windon Hep -8 x
53 TOP | 63 Registiation of Device &2 Network Initial Setting
Funclion seleciion ddress book it 7/ 2000 temis)
=13 Device infamation( ___s| | status No. | Abbrevisted name Dest| Edi.
System infomation GRegit. 0001 SME1 SME
_ B Counter information S Regat. 0002 FTPY A ] Delete
= (5g Authentication settings ERegt. 0003 WekDAVT Wt
& User autheniication sstings || Z 020 Fon
(3 Evtemal Server éﬁ 2 o005 T 650 el =
= & Address settings(Update) A eot ®
[Address book(Update) '::js' gggg ii? EQ
5 : o008 w Find
onos (3
010 =
i o0t Display/Not Display:
15 Userbos . o1z %] EMail
i 3 o] J
e
o016
[ T
o7 =
e v 2 SPFa v
< 3| |53 J >
HelplF1) [@ Rehesh from the device. ] [G Export to the device.

14 click [Write].

15 click [OK].

The information of the Address Book that has been read is written into
the device.
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Set Search Range

1 From the “Import from device screen,” click [Search settings].

The Device search settings screen is displayed.

2 Set the search range, click [Add].

Device search settings

Please set up device search configuration.
SNMP community name (max 255 characters):
|pub\ic
Search range settings
Enp = =] (2w
Search range: g
Help[F1 | oK | [ Cocel

—  SNMP community name: Input the SNMP community name.
— Start IP: Input the start IP address of the search range.
— End IP: Input the end IP address of the search range.

— Add: Add a search range for devices.

— Delete:

Delete a search range for devices. Select the search range to delete

from the list, and click [Delete].

3 Click [OK].
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3.6 Bulk Copy of Settings

Bulk copy authentication settings and address settings from one device to
multiple devices. Set by following the directions on the bulk copy wizard
screen.

N...

Note
These functions may not be available depending on the device or
firmware version.

Copy Settings from One Device to Another Device

1 Start the Data Administrator to display main window.
— For details of the method for displaying the main window, refer to
page 3-1.
2 Click [Settings for multiple devices] tab and select [Copy authentication
and address data collectively].

KONICA MINOLTA PageScope Data Administrator - [TOP] EEX
{4 File  Functon Tool ‘Window Help -8 x

#

jshation of Device & Netwark Iritial Setting
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3 Select the functions to copy and click [Next].

Copy collectively 5]

Please set copy settings.
Yy o iz

Select the copy function
(@ [ Authentication(copy destination user counter and aceount courter are cleared)

Autherticalion data can be copied to the target device, only when the authenlication made of the target
device s not set

&, [ Addiessiprogiam i copied ony if the device is same model and same version)

Allthe address data of the target device are ovenwitien.

DOption

eference opy target device's change
Rt device's hanged

o

— Authentication:

Select this when copying authentication settings. This clears the
user counter and group counter of the target device.

— Address:
Select this when copying address settings. The program can be
copied if the model and version are the same. Additionally, if option
configuration and destinations on the copy source and copy target
devices differ, then this will be registered with import settings and
communication settings turned OFF.

— Reference Allowed Group:
Select this when copying a group that can be referenced for the

copy source device. The reference group for the copy target will be
cleared.

4 Selectthe copy source device, and click [Next].

Copy collectively 5]

Please select the origin of the copy. St

Registation device st

Select Groupname | Registered name Devie.. | Deviesad.. | Modelname At

Default Group ___ KONICAMINDLTA .. Erat| *
Defaul Group Enak

Defoul Grous ” . Enat
[ |iiocalie) KONICA MINOLTA -

Cancel

HelpfF1] Back ] [ Next ] [
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3

5

Select: Select the copy source device. Select the copy source de-
vice from the list, and click Select.

A local file can also be selected as a copy source device.

Change password: Change the administrator password for the reg-
istered device.

Select the copy target device, and click [Next].

Please select a target device.
417

Oigin of the copy of the deviee:

Origin of the copy of the device: ~ KONICA MINDLTA bizhub G451 {local i)
User Authentication and Account Track

Address:1 /Group:0/Frogiam:0

ad.. | Modelname
KONICA MINOLTA
KONICA MINOLTA

HelolF1 [ Hert ] Cancel |

Select: Select the copy target device. Select the copy target device
from the list, and click Select.

Unselect: Cancel the selection of devices. Select devices to delete
from the list, and click Unselect.

Change password: Change the administrator password for the reg-
istered device.

Clicking [Next] button to export data to the device.: Select this to
start writing to the device without confirming details to copy. Se-
lecting this and clicking Next will start writing to the device. In these
cases, if the Administrator password specified for the device is
wrong, then writing to that device will be aborted.

For the information of the biometrics authentication and the IC
card, its copy can be made only when the authentication device of
the copy source coincides with that of the copy target. The infor-
mation of these biometrics authentication and IC card can also be
copied from the local files.
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6 Confirm details to copy, and click [Start].

Copy collectively 5]

Confirmation of the copy processing start.

Drigin of the copy of the ‘KDN\I:A MINOLTA, bizhub C451 (local file)[KONICA MINOLT 4 bizhub
evice: D)

Copy function: | &g Authertication Settings
&e Addess settings

Target device list

Status

Device ad... | Model name

Devic
[ oo [KONICA MINOLTA

Registered name

HelolF1 [ Stat ] Cancel |

— Please be aware that when copying address settings, address in-
formation for the copy target is cleared and overwritten.

— If [Clicking [Next] button to export data to the device.] is selected in
the “Please select a target device.” screen, then this screen will not
be displayed.

7 When “Normal end” is displayed in the Target device list processing re-
sults, click [Finished].

Copy collectively 5]
Finished
717
Target device lst: Display a log.
Processingresult | Grouphame | Registered name Devi. Devicead . Model name

Defauit Group KONICA MINOLTA bizhu

by

— When communication is made with the device and the IPV6, write
time may get slower than the normal communication.
— Display a log: Displays a log file for the bulk copy function.
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3.7 Address collective maintenance

It is possible to maintain collectively the Address Book registered with the
Device.

N...

Note
These functions may not be available depending on the device or
firmware version.

Address collective maintenance

1 Start the Data Administrator to display main window.
— For details of the method for displaying the main window, refer to
page 3-1.
2 cClick [Settings for multiple devices] tab and select [Address Book
maintenance].

A PageScope Data Administrator, - [TOP] FEX
- &8 X
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3 Select a device from the list that allows the maintenance of the Address
Book, and then click [Select].

Address Book maintenance g|
Select the device for which you want to add, edit, or delete the Address Book. "E
Bezimold UdmiEes

Select Rismioeil, | RRrsoomemm Devic.. | Devicsad|
D oy | —]
Default Group . . .
Default Group )|
[ E R

Change password: Change the administrator password for the reg-
istered device.

4 Click [Next].

5 Click [Next].

Address Book maintenance g|
Results of data import
2/ 6
Device list 2 devices
Status Registered.. | Registering name Devic. Device ad hodel name

(3 Import corpl. . Default Graup

- . KONICA MINDLT bizh
(3 Import compl . Default Giroup

) - KONICA MINOLTA bizh,

Help[F1 <Back [ Net» ] Cancel

PageScope Data Administrator 3-31



How to Use the PageScope Data Administrator 3

6

Click [Next].
Address Book maintenance E|
Select the address to be updated or deleted. Addresses can be added in the next screen.
36
Address Book List 144
Select Abbreviated na.. Dest.. Destination MNumber of ...
i E-Mail [ D > com 1 +
Ei:- FTP1 FTP 101251714 1
. SMB1 SME 1012518112 1
g - ‘wiebDANT leh 10125517.14 1
Confitt Registered Device.
Help[F1 Mext» ] Cancel )

When updating or deleting the information of the Address Book,
click [Select].

When searching a keyword, click [Search].

When checking the information of the device, click [Confirm Regis-
tered Device].

Click [Add].
Address Book maintenance El
Add. edit. or delete Addiess Book.
46
Address Book List: 2 devices/ 1 items
Status Abbreviated na Dest. D Mumber of Add to all
B oo leva Jos | ]
#dd Copy Data,
Import from File..
b

When editing the information of the Address Book, click [Edit].
When deleting the information of the Address Book, click [Delete].
When copying the information of the Address Book, click [Add
Copy Data].

When reading the information of the Address Book from a file, click
[Import from File] to specify the file.
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8 Specify the destination type and click [OK].

Selection of destination type &

Destination Type

@ Fax © EMail
O SIPFax () Userbox
© IP Address Fax O sMB
O Intemet Fax O FTR

This software does not export address data of destination types that the devics dass nat support

o o« [ o= |

9 Set the “Abbreviated name,” “Search character,” “Fax number” and
click [OK].

& Add/Edit Address Book (Fax) x)

Abbrevisted name’” [ J

Fax number® I

HelolFt * Required fied ok ‘ [ Cancel
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10 Click [Next].

Address Book maintenance

Add. edit. or delete Address Book.

(3

46

2 devices! 2 items

Address Book List
Status  Abbrevistedna.. | Dest. | Destination | Mumbe..  Addtoal
2 Une.. 001 E-Mal 001 @exam 1 - =
@

) Add..
Edt..
Delele

Add Copy Data...

Import from File

Help[F1 ¢Back ]( Neat> ] Cancel )
11 Click [Start].
Address Book maintenance gl
Esporting data to the device.
56
Dexice list 2 devices
Fiegistered... | Registering name Devic.. | Devicead.. | Model name Delete u
Defaull Group = _ " _ e _» KONICA MINOLTA.. 0 0
Default Group il KONICA MINOLTA .. O ]
Heln(F1 <Back ( Start ] | Cancel
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12 Click [Finished].

Address Book maintenance &‘

Data export complete.

Devics st 2 devices

Status Registered.. | Registering name Devic Device ad
0 (RPN R YT NN N Y | 2 et .

(3] Momalend  Default Group

<) >
[ Continue processing
ol

— When checking the details of the log, click [Display a detailed log].
The Address Book is written into the device.
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3.8 Collective maintenance of user

It is possible to maintain collectively the user information registered with the

Device.

N...

Note

These functions may not be available depending on the device or

firmware version.

Collective maintenance of user

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to

page 3-1.

2 cClick [Settings for multiple devices] tab and select [Maintenance of

user datal.

%% KONICA MINOLTA PageScope Data Administrator. - [TOP] EEX

{4 File  Functon Tool ‘Window Help
| 4+ Regisralion of Device & Network Iritial Setiing

-8 x

Basic Settings | Setiings for mullplz device

address data collectively[A] maintenancel8).

Copy authenication and Address Book Mairtenance of user Account maintenance(D)

Set nd date Extemnal 3
collectively(E) Seiting(G).
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3 Select a device from the list that allows the maintenance of the user in-
formation, and then click [Select].

Maintenance of user data El
Select the device of which you want to add. edit. or delete users.
176
Device list 1/3
Select Registered... | Registering name Devic. Device ad
Default Group LI
Default Group
D efault Group

Unselect

Change password

II'

HelplF1 [ MNest> ] Cancel |

— Change password: Change the administrator password for the reg-
istered device.

4 Click [Next].

5 Click [Next].

Maintenance of user data El
Results of data import

276
Dewice list 1 devices

Status Fiegistered... | Redistering name Devic..  Devicead. | Model name
(8 Import compl...  Default Group L - . ... KONICA MINOLTA bizh...

HelplF1 <Back I MNest> ] Cancel
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6

Click [Next].

Maintenance of user data

(3

Select

Search

= ||
w
€
@

LConfirm Registered Device.

Select the User to be updated or delsted. Users can be added in the nest screen.
User lit w3
Select User Hame Humber o .
| |
[
3 1
HelplF1 [ Nestr

] [ Cancel

— When updating or deleting the user information, click [Select].
— When searching a keyword, click [Search].
— When checking the information of the device, click [Confirm Regis-

tered Device].

Click [Add].

Maintenance of usen data.

Add. edit. or delete users.

User list: 1 devices/ 1 items
Statuz User Name Mumber of Add to all

[l Uredited | 1
b

E3

46

Edt

II
&
4

[y

Delats

Add Copy Data

Import from File

Cancel

— When editing the user information, click [Edit].

— When deleting the user information, click [Delete].

— When copying the user information, click [Add Copy Data].

— When reading the user information from a file, click [Import from
File] to specify the file.
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8 Specify the user template and click [OK].

Select user template &

Plese select an User template

Permitted function  Maw. counter allowance management

Peimit 3l

HelplF1) [ ok } [ T ]

9 Set the “User Name”, “Password”, “E-Mail Address”, “Function restric-
tion”, “The max allowance of counter”, and click [OK].

LUser Name" | |
Passwordt [ |
E-Mail Address: | |
Account: | v‘
 Function restriction ;| The max allowance of counter | Temporarily Disable|
Eunction restriction [] Output permission (Colar] -~
[¥] Output permission (Black] il
[¥] Permit copy function
[¥] Scan function
(] Pemit ek hunction =
[] User box access
(] Piint function
[¥] Print permission of the transmit function b
Manual Destination Entry_ Permit v
Permission:
HelplF1 *. Requied fiekd oK ] [ concel
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10 Click [Next].

(3

Maintenance of user data

Add. edit. or delete users.

e
User list 1 devices/ 2 tems
Status User Name Number of .. #dd o all
O Unedied 1 1 - Bl Add
+2) Add 4 . Add

Edt...

Delete

Add Copy Data...

Impart fram Fil..

HelplF1 <Back | MNew ] [ cancel

11 Click [Start].

E3

Maintenance of usen data.

Exporting data to the device.
58
Device lit 1 devices
Fegistersd . | Registering name Devic. | Deviosad. | Model name Delete u
Default Group X KONICA MINOLTA . © [
< | >
HelplF1 <Back I Stant ] Cancel
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12 Click [Finished].

Maintenance of user data. El

Data export complete.

Devics list 1 devices

Status Groupname | Registered name Devic..  Device ad
T R | | Dirlay a detaled ng

59 2
[ Gontinue processing
s

— When checking the details of the log, click [Display a detailed log].
The user information is written into the device.
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3.9 Account maintenance

It is possible to maintain collectively the section registered with the Device.

N...

Note

These functions may not be available depending on the device or

firmware version.

Account maintenance

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to

page 3-1.

2 Click [Settings for multiple devices] tab and select [Account mainte-

nance).

%% KONICA MINOLTA PageScope Data Administrator. - [TOP] EEX

{41 Fle  Funcon Tool ‘Window Help
| #3 Registation of Device & Netwark Iritial Setting

-8 x

Basic Settings £ Setings for muliple device

Copy authertication and Address Book Mainterance of user
addiess data collsciively(A). maintenance(B).

Account mairtenance(D)

Evtemal Cerlicate All
Setting(G].

Set the time and date
collectively(E).
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3

4

5

Select the account track method and click [Next].

Account maintenance E|
Select the account track method.
147

Select the accourt track methad

@ Account Track [The input method is Account name and password)

© Agcount Track (The input method is only password]

HelplF1 Hegts ] [ cancel

Select a device from the list that allows the maintenance of the section

information, and then click [Select].

Account maintenance El
Select the device for which you want to add. edit. or delete accounts.
27
Device list 03
Select Registered... | Registering name Devic. Device ad |

Change password

I~

b

e

— Change password: Change the administrator password for the reg-

istered device.

Click [Next].
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6 Click [Next].

Account maintenance E|
Results of data import
7
ezl il dizress
Status Feimerl, | RErEmmee Deie. | Barmail, | Masneme
@ Importcompl.. Defaul Group | #_w_e_ .. KONICA MINOLTA bich...
HelplF1 <Back | MNew ] [ cancel
7 Click [Next].
Account maintenance E|
Select the Account to be updated or deleted. Accounts can be added in the next screen.
477
i w2
Select Account Mame Mumber of ...
L e
- 200 1
Lonfirm Registered Device.
HelplF1 [ Hew ] [ el ]

— When updating or deleting the section information, click [Select].

— When searching a keyword, click [Search].

— When checking the information of the device, click [Confirm Regis-
tered Device].
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8  Click [Add].

Account maintenance E|
Edit/Add/Delete account data.
57
Account list 1 devices/ 11 tems

Status Account Name Number of ... Add to all

+2) fgd

ES

B

Impart from File...

b

— When editing the section information, click [Edit].

— When deleting the section information, click [Delete].
— When copying the section information, click [Add Copy Data].

— When reading the section information from a file, click [Import from

File] to specify the file.

9 Specify the account template and click [OK].

Select account template

Plese select an account template.

3

Peimit 3l

MNo. Template name Permitted function  Maw. counter allowance management

HelpfF1 o5 }

[ Cancel
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10 Set the “Account Name”, “Password”, “Permitted function”, “Max Al-
lowance of counter”, and click [OK].

ES)

a6 Edit accounts

Account Name™ l:l [max 8 characters]
Password: l:l (ma B characters)

Permitted function: Output permission (Black)
Litput permission [Color)

Pemit color Send

" Mawimum counter setfings || Temporarly Disable
Current ma allowance Max Allowance
Totak . O set [ rasssu
Color: . [ set [ nassesey
Black: a [ get |:| (1-39939399)
HellF1 * Reguired field oK | [ concel
11 Click [Next].
Account maintenance gl
Edil/Add/Delete account data.
57
Account st 1 devices/ 1 items
Status Account Mame Number of Add to all
) dd sl . Add 2 Add
Add Copy Data
Impatt from Fie..
HelplF1 <Back I MNest> ] Cancel
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12 Click [Start].

Account maintenance

&

Exporting data to the device.
67
Device list 1 devices
Registered... | Registering name Devic.. | Devicead.. | Model name Delete U
Default Group T ¥ KONICA MINOLTA .. O 0
< | L)
HelplF1 <Back [ Start ] [ cancel
13 cilick [Finished].
Account maintenance E|
Data export complete.
77

Devics list 1 devices

Status Gioupname | Registered name Devic..  Device ad

Nomal end D efault Group

<

(13

[] Continue prosessing

| s Display a detailed log...

s

— When checking the details of the log, click [Display a detailed log].
The section information is written into the device.
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3.10 Change Date and Time

Edit device date and time registered with Data Administrator.

N...

Note
This may not be supported by all devices.

Change Device Date and Time

1 Start the Data Administrator to display main window.
— For details of the method for displaying the main window, refer to
page 3-1.
2 Click [Settings for multiple devices] tab and select [Set the time and
day collectively].

KONICA MINOLTA PageScope Data Administrator - [TOP] FEX
-8 X

ta

Evtemal Cerlcate Al
Seiting[5).
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3

Change the date and time of the device

Select Device
Device list 0/ 3 deviees
Select Group name | Registered name Devicead.. | Model
Default Graup . KONIC
Diefault Graup - KONIC
Defaul Group " KONIC
HelolF1

Select the device to change from the list, select [Select].

]

1z

Change password

Cancal

— The selection of two or more devices can be made.

— Tochange the administrator password for the device, click [Change
password.] and then change the password.

4
5

Change the date and time of the device

Click [Next].

Click [Setting].

DatelTime
Device list

1 deviees
Status Curent Date a.. | NTF seflings Gioupname | Registered g
Nomal 10/1/2007 114 e 101 Defaut Group _—_
b1

II =

Setting

Fie-importing

— If “Failure” is shown on the Status column of the Device list, click
[Re-importing] to import the date and time settings of the device

again.
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6

7

Set the date and time, and click [Change settings].

Settings for Date and ime of the device X
@ Setthe time,
(&) Set tothe date and time of the PC ~ Required field
Date and Time of FC. 12/15/20091:54:54 PM
O NTP Server setiing
TP Server Address™
Port Nuber® (1-65535)
O Marusl Setting
Year/Month/Day
Time Houls) Minute(s)
Set up the time zone
GMT | 0:00 v
O Setup daylight saving time:
1150 (min)
E
Help(F1

Select this to set the date and time of the device.

Set to the date and time of the PC:

Select this to set the date and time to that of the PC upon which
Data Administrator is being used.

NTP Server setting:

Selected when synchronized with the NTP server. Enter the NTP
server address and the port No.

Manual Setting:

Select this to manually set the date and time.

Year/Month/Day: Select the date.

Time: Input the time (hours/minutes).

Set up the time zone: Select this to set the time zone.

Select the time difference between GMT (Greenwich Mean Time)
and your place.

Set up daylight saving time:

Select this to change the daylight saving time setting of the device.
Enable:

Select this to enable the daylight saving time. Input the time (min-
utes).

Invalidity:

Select this to disable the daylight saving time.

Click [Finished].

The date and time are changed.
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3.11 External Certificate All Setting

It is possible to set collectively an external certificate for the devices regis-
tered with the Data Administrator.

N...

Note
This function may not be available depending on the device or firmware
version.

External Certificate All Setting

1 Start the Data Administrator to display the main window.
— For details of the method for displaying the main window, refer to
page 3-1.
2 cClick [Settings for multiple devices] tab and select [External Certificate
All Setting].

A PageScope Data Administrator, - [TOP] FEX
- &8 X
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3 Select the device to which an external certificate is added from the list,
and click [Select].

External Certificate Batch Maintenance E‘
Select the device to which [from which) an External Certificate is added or
deleted. 175
FRegistration device list 01 devices

Select Registered name Devic... Device ad.

Change password...

|~
v

bt

— The selection of two or more devices can be made.

— When cancelling the selection of a device, click [Unselect].

— When changing the administrator password for the device, click
[Change password].

4 Ifthe administrator password screen is displayed, enter the administra-
tor password of the device and click [OK].

5 Click [Next].

6 Click [Add].

External Certificate Batch Maintenance E‘
Add or delete Extemal Cerlificate. 375
External Certificate List

Status Centificate Type  Publisher Issued To Ex
+ £dd
w
< I >
otk
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7

8

9

Select Certificate Type

Certificate Type

(%) Reliable CA Root Cetificate
() Reliable Ca& |ntermediate Certificate

() Reliable EE[E nd Entity|Certificate

() Unrelisble Certificate

Help(F1

Select the certificate type, and click [OK].

X

x|

Cancel

Specify the certificate file, and then click [Open].

The details of the external certificate are displayed.

Check the details, and then click [OK].

Detailed Display of Certificate

Okay to add the Cerlificate described below?

Issued To

CN = F b sl s Mg

Publisher

CH = i s
0=

ou=

L=
5T(5)=
c

Tem of validiy

14/04/2004 05:24:42 - 12/04/201 4 05:24:42

HelplF1

aK

Cancel
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10 The external certificate is added to the list. Click [Next].

External Certificate Batch Maintenance &‘

Add or delete Extemal Cerlificate.

External Certificate List:

Stalus Cenficate Tope  Fublsher lssued To B —
) Add Fieliable EE(End... i e —————T add

B Delete...

S
e

HelpiF1 [ Nest ] Cancel |

— When displaying the details of the selected external certificate, click
[Details].
— When deleting the selected external certificate, click [Delete].
11 cClick [Start].

The external certificate will be written to the device.

External Certificate Batch Maintenance E\
Wiite to the device. 415
Device list: 1 devices

Group name | Registersd name Devic. Device ad Model nams Delate A
Default Group KOMICA MINOLTA a 1
< ) >
HelpiF1 Back, I Stat | [ camdl
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12 Click [Finished].

External Certificate Batch Maintenance &

Writing processing is completed. 55

Device list:

Status

Registered name Devic... Device ad.
PP B B RN |  Uivby  delsied kg

[~
e

— When checking the log, click [Display a detailed log].
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3.12 Automatic Creation of Boxes

Configure the automatic creation of boxes when users are added. This set-
ting can be used for both single device settings and bulk copy.

Configure Automatic Box Creation

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to

page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]

menu.

3 Select [Enable automatic user box creation], and click [OK].

Authentication and Address Option Settings

Target of setting

User box aption
Processing Options
Authentication mods ten
User template

Aocaunt template

Hedp[F1

Automatic user boy addition option

Enable automalic user box creation

€ et User Name as User Box Name

(3 Set User Box Number as User Box Name.

[Warmingl] For devices whose password rule ssiting is ON, & user box is not created

automatically

[Warming?] In soms devices, a user name canriot bs spesified for & ussr box name

For mare information, se= Help

£

[ oK

Cancel

— Enable automatic user box creation:

Select this to enable automatic creation of boxes when users are
added. Enabling this function when very large numbers of users (for
example several hundred) are added will make writing operations
take a very long time. When large numbers of users are being writ-
ten to the device, it is recommended that this function be disabled.

Box settings are configured.
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N

Note
Box settings are automatically created with the following settings.

Password: Not set

Search key: etc
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3.13 Processing Options

While in use of the function of the collective handling, the handling method
is specified when the checkup log of the device fills up near to the capacity.
This option also allows you to specify a type of an IC card whose data is to
be registered when registering data to a device that accepts two types of
cards.

Set the Processing Options

1 Start the Data Administrator to display main window.
— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [Processing Options], and click [OK].

Authentication and Address Option Settings E‘

Target of setting Processing method when audit og is near full

User bos option
e () Stop processing

o

Authentication mode ten
User templats @ Cantinue processing
Account template

Card Typs Prioiity

(5) FeliCa/FCF/SSFC/FeiCa(Propristary Card)
O Typeds

when data of muliple card types exist, the data selected here s registered
prefercriially.

< >
HelofF1) oK. || cance

— Stop processing:

The handling is stopped when the checkup log of the device fills up
near to the capacity.

— Continue processing:

Even if the checkup log of the device is filled nearly up to capacity,
proceed with the handling.

— FeliCa/FCF/SSFC/FeliCa (Proprietary Card):
FeliCa/FCF/SSFC/FeliCa (Proprietary Card) data is registered pref-
erentially.

- TypeA:

TypeA data is registered preferentially.

Processing Options are configured.
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3.14 Authentication Mode Template Settings

Create a template for when configuring the device authentication mode. Up
to a maximum of 100 items can be registered in templates, and 5 system
templates are pre-configured.

Create Authentication Mode Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]

menu.

3 Select [Authentication mode template] from the Target of setting area.

4 Click [Add].

Authentication and Address Option Settings

Target of setting

User bow option
Processing Options

Account template:

HelolF1

Authentication mads template:

M. Template name Authe..

system User Au

system? User fu.
system3 Acooun

systemd Accoun

systems None

[E AR

4 Add

B

oK

Cancel
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5 Set the Authentication mode, and click [OK].

Create authentication mode template newly.

X

Please select an authentication mode of template which is going to be created.

Authertication mode
() User Authentication only
(@) User Authentication and Account Track

() Account Track only

Help[F1 I

ok 1 ’ Cancel ]

— Authentication mode:

In Authentication mode,[ User Authentication only], [User Authenti-

cation and Account Track], and [Account Track only] can be select-
ed.

— Account Track:

If Account Track only is selected in Authentication mode, then [The
input method is Account name and password], and [The input
method is only password] can be selected.

6 Configure the template, and click [OK].

Edit the authentication mode template

]

Templat rame’

Authentication mode:
User Authentication and Account Track.

Setting:
Status | ltem Setting value -~
‘When numbet of obs reach masimum  Job Skip: Oither [obs are pinted
The allocation of the number of users 700
Synchionize user and acoount Do not synchiorize
P the non-authenticated user or ac...  Alow
Display the userlstin the panel. n
Public user Allow
Authentication Method Device
Metwork server type settings -
Domain name[AcfiveDirectory]
Domain name[SM)
NDS Tree Name v
< >
‘When numbet of obs reach maxmun:
[ Job Sikio: Other jobs are printed. v
() Setthe operation when the number of jobs has reached the masimum

HelpfF1 i J [ concel
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— Template name: Input the name of the template to create.

— Setting:
Set the authentication mode. Refer to “Authentication Mode Tem-
plate Setting Items” on page 4-1 for details.

The template is created.

Edit Authentication Mode Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [Authentication mode template] from the Target of setting area.

4 Select template to edit from the list and click [Edit].

Authentication and Address Option Settings @
Target of setting Authentication made template:
User bex option N. Template name Authe...
Processing Options T systeml User At 42 Add
Authentication mode ten | 2 system2 User Au..
User template 3 systemd Accoun —
poomtmplss || 1 ot prsit
5 systemd Mane
Userfu
< >
HelolF1 oK I [ Cancel
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5 Configure the template, and click [OK].

Edit the authentication mode template E‘
Template name™ ,E ]
Authentication mode
User Authentication and Account Track.
Setting:
Status | Item Setting value -
‘When number of jobs reach masimum  Job Skip: Dther jobs are printed
The allocation of the number of users 700
Synchionize user and account Do not synchionize
Print the non-authenticated user or ac... Allow
Display the uset list in the panel On
Public user Allow
Authentication Method Device
Metwork server type settings .
Domain namelActiveDirectony]
Domain name(3MB)
MDS Tree Name v
< >
When number of jobs reach maximum:
| Jab Skip: Dther jobs are pinted v
(3} Setthe operation when the number of jobs has reached the masimum
Help(F1 I ok I [ Cancel I

— Refer to p. 3-59 for more information about setting methods.
The template is edited.

N...

Note
The names of the 5 system templates can not be changed.
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Delete Authentication Mode Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [Authentication mode template] from the Target of setting area.

4 Sselect template to delete from the list and click [Delete].

Authentication and Address Option Settings E‘
Target of setting Authentication mods template:
User box option N. | Template name
Pracessing Optians T system 45 Add
Authenticationmode len | 2 aystom2
User templats 3 systemd
sccomrgtte |4 o
systent
Lser Au
< ?
HelolF1 oK. || cance
5 click [Yes].

The Authentication mode template is deleted.

N...

Note
The 5 system templates can not be deleted.
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3.15 User Template Settings

Create a template for when configuring users. Up to a maximum of 100 items
can be registered in templates, and 1 system template is pre-configured.

Create User Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [User template] from the Target of setting area.

4 Click [Add].
Authentication and Address Option Settings g
Larget of seting Authgntication User Template:
User b optien N. Template name Max alowan Pemit
Processing Options T spetem = Pemital| |45 Add
Authentication mode ten
Acoount template Ej
=]
Set Default
< 5
[ hen a User is added, tha template sslection screen daes it open. Tha defaut
3 3| template i applied automatically )
HelpiF1 oK |[ concs
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5 Configure the template, and click [OK].

Edit user, template &

Template name™;

Function restriction

Il function restiction: Dot permission (Celor]

Liput permissian (Black)

emit copy function

"ermit scan function

exmit i function

exmit user box access

exmit print function

Fiint permission of the transmit function
Femit calar send

The max allowance sstings of counter

Max Allowance

Total [ Select 193399933
Color: [ Select (1-99999933)
Black: [ Selest (1-33899939)
Mo * Required field K ] I Cancel

- Template name:
Input the name of the template to create.

— Function restriction:
Select permissions for each function restriction.

- Total:
Select this to configure the total number of pages that can be print-
ed by the user. Selecting this will deselect Color and Black.

— Color:
Select this to configure the total number of color pages that can be
printed by the user. Selecting this will deselect Total.

- Black:
Select this to configure the total number of black pages that can be
printed by the user. Selecting this will deselect Total.

- Max Allowance:
Input the maximum allowance for each counter.

The template is created.
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N

Note
The range of maximum values for maximum allowances may vary de-
pending on the device.

An error may occur when selecting and adding a template in the Import
device information screen. In these cases, ensure that the maximum al-
lowance is within the maximum range for the device.

Edit User Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [User template] from the Target of setting area.

4 Select template to edit from the list and click [Edit].

Authentication and Address Option Settings E‘
Target of selting Authentication User Template:
User box eption N.| Template name Max allowan Permit
Processing Options T sytem Mone Fomital [¥5)  Add
Authertication mods tery
User template
s
] Delete
Set Default
< >
[] When allser is added, the template sefection soresn doss not open. (The dsfault
¢ 3 template is applied automatically.)
HelpF1 oK |[ oo
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5 Configure the template, and click [OK].

Edit user, template

Template name™;

Function restriction

Inital function restictions

[¥] Output permission [Color]

[#] Dutput permission (Black]

[¥] Pemit copy function

[#] Pemit scan function

[] Pemit fax function

[¥] Peimit user box scoess

[¥] Pemit print function

[¥] Print pemissian of the transmit function
[¥] Pemit color send

The max allowance sstings of counter

Total [ Select

Color [ Select

Black: [ Select
HellF1

Max Allowance

[ rr-assassse
[ ] r-g9ss0say,
[ | (rass9sm

URewiediod [ o | [ coel |

— Refer to p. 3-64 for more information about setting methods.

The template is edited.
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Delete User Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [User template] from the Target of setting area.

4 Select template to delete from the list and click [Delete].

Authentication and Address Option Settings E‘
Target of setting Authentication User Template:
User b opticin M. Templae name Mav alowan...  Permitfy
Pracessing Options T syt Hone Pemitall [*5 Add
uthenteation mode | I A N S T
User templats
pccoun g
Set Default
< | _
0 When aUseris added, the template selection screen does not open. (The default
¢ 3 template is applisd automatically.)
Help(F1 ok I I Cancel
5  Click [Yes].

PageScope Data Administrator

The template is deleted.

N...

Note
System templates can not be deleted.
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Set Default User Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [User template] from the Target of setting area.

4 Select template to make default from the list and click [Set Default].

Authentication and Address Option Settings E‘
Target of setting Authentication User Template:
User bos sption M. Template name Max alowan.. | Pemitl]
Processing Options 1% sustem Mane Pemital| [*5  &dd
Autheniicaion mode ter} | PR T I K2
User templats
Account template EgN
% Delete
Set Default

< >

] When a User s added, the template selection sereen does not open. [The defaut
" 3 template s applied automaticaly.)

Cancel

HelolF1) [ |

The default template is set.

N

Note
The default template is indicated with a “*”.

If When the user is added, a default template is automatically applied /s
selected, the default user template will be applied when creating a new
user, and the screen for selecting a template will not be displayed.
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3.16 Account Template Settings

Create a template for when configuring groups. Up to a maximum of 100
templates can be set.

Create Account Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [Account template] from the Target of setting area.

4 Click [Add].
Authentication and Address Option Settings &‘
Larget of seting Agrount template:
User b optien N. Template name Max alowan Peiritte]
Processing Options T ayetem Hones Pemital |[#5]  Add
Authertication made ter
User template
Account template Ef
B
Set Defayl
< >
] When an Account i added, the template selection screen does not open. (The
- - default template is apphied automatically.)
Helo(F1 oK |[ concs
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5 Configure the template, and click [OK].

Edit account template &

Template name™ test

Function restriction
Inifal function restiction: Gulput permssion (Color)

Dutput permission [Black)
Pemit calor send

The max allowance settings of counter

Max Allowance

Total 0] Seleat (1-99999939)
Colar [ Seleat (1-33899939)
Black: [ Select 1-99339539)
a1 * Requied fisld m ] l Cancel

- Template name:
Input the name of the template to create.
— Function restriction:
Select permissions for each function restriction.
— Total:
Select this to configure the total number of pages that can be print-
ed by the account. Selecting this will deselect [Color] and [Black].
— Color:
Select this to configure the total number of color pages that can be
printed by the account. Selecting this will deselect [Total].
- Black:
Select this to configure the total number of black pages that can be
printed by the account. Selecting this will deselect [Total].
— Max Allowance: Input the maximum allowance for each counter.
The template is created.

PageScope Data Administrator 3-71



How to Use the PageScope Data Administrator 3

N

Note
The range of maximum values for maximum allowances may vary de-
pending on the device.

An error may occur when selecting and adding a template in the Import
device information screen. In these cases, ensure that the maximum al-
lowance is within the maximum range for the device.

Edit Account Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [Account template] from the Target of setting area.

4 Select template to edit from the list and click [Edit].

E3

Authentication and Address Option Settings

Teraet of sstting Agcount template

User bow option N

Template name Ma alowan.. | Permitte]
Frocessing Oplions * syetem Hane Pemital| [*3  Add
clete

bsricaton mods ton
User templats

Set Default

4 b3

“when an dccount is added, the template selection screen does not open. [The
O
Y default template is applied automatically.]

Cancel

HelpfF1) 0K |
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5 Configure the template, and click [OK].

Edit account template

Template name™;

Function restriction

Initial function restriction:

Qutput permission [Black]

Dulput permission [Color]
Pemit calor send

The max allowance settings of counter

Max Allowance

Total [ Select [ 0] rr-993sa0eg)
Color [ Seleat [ 1] r99ssgcay
Black: [ Select [ 0] rr-99s3acey
. * Requited fisld I m ] I Cancel ]

Refer to p. 3-70 for more information about setting methods.
The template is edited.
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Delete Account Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [Account template] from the Target of setting area.

4 Select template to delete from the list and click [Delete].

Authentication and Address Option Settings E‘
Teraet of sstting Agcount template
User box option N.| Template name May alowan... | Fermitte]
Pracessing Optione T syt Hone Pemital [*5 Add
Authertication mode ten| | e Ny S N
User template
Account template EgN
% Delete
Set Default
b3 | £
] When an Account s arded. the template selection screen daes nol open. (The
¢ 3 default template it applied automatically.]
HelolF1 T3 || cance
5  Click [Yes].

PapeScope Data Administrator

The Account template is deleted.
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Set Default Account Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Authentication/Address setting option] from the [Tool]
menu.

3 Select [Account template] from the Target of setting area.

4 Select template to make default from the list and click [Set Default].

=

Authentication and Address Option Settings
Target of setting Account template:
User bow option N

. Template name Max allowan... | Permitte;
ProcestnaOptons | 1" 3 e Hane Famia| (D &6 |
Autherticatonmede (e | ERIT S S KT S I

5l Add
User template
Account template F  Edt
% Delete

Set Default

< >

] When an Account s added, the template seection screen does not open. (The
" 3 defaul template is applied autamatically.]

Cancel

HelolF1) [ |

The default template is set.

N

Note
The default template is indicated with a “*”.

If When the account is added, a default template is automatically applied
/s selected, the default group template will be applied when creating a
new group, and the screen for selecting a template will not be displayed.
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3.17 Weekly Timer Template Settings

Create a template for when configuring device weekly timers.

The Weekly timer template can be used for Administrator settings’ Power
supply management and for Weekly timer. Additionally, up to a maximum of

100 templates can be set.

Create Weekly Timer Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to

page 3-1.

2 Select [Option] - [Administrator setting option] from the [Tool] menu.

3 Select [Weekly Timer template] from the Target of setting area.

4 Click [Add].

Authentication Setting

Target of setting Waekly Timer Template:
WasklyTime template) M
IP fiteting terplate

.. | Template name

HelolF1

oK

Cancel
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5 Configure the template, and click [OK].

Edit WeeklyTimer template E‘
Template name™. ‘.ES. ‘
Setting:
Status | Item Setting value

Monday Mo authority

Tuzsday Mo authority

‘Wednesday Mo autherity

Thursday No authority

Friday Mo autharity

Saturday Mo autherity

Sunday No authority

Off furction settings at lunchtine Contiruous mrning

et & password for using during offho...  OFF

Monday: [] Limit the use time

EHEE [e=z]es]

Please set the start and end of business hours

Help[F1 [ K | [ o |

— Template name: Input the name of the template to create.

— Setting:
Configure the weekly timer. Refer to “Weekly Timer Template Set-
ting ltems” on page 4-3 for details on settings items.

The template is created.
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Edit Weekly Timer Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Administrator setting option] from the [Tool] menu.
3 Select [Weekly Timer template] from the Target of setting area.

4 Sselect template to edit from the list and click [Edit].

Authentication Setting E‘
Target of ssting weekly Timer Template:

WeeklyTimer template W | TenEEenme

IPftering templ (5 A
Help[F1 ok I [ Cancel
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5 Configure the template, and click [OK].

Edit WeeklyTimer template

Template name®;

Setting:

[test

Status Item
Monday
Tuesday
Wednesday
Thursday
Friday
Saturday
Sunday

Off function settings at lunchtie
Set & password for using during oftho...  OFF

Setting value
No authority
o authority
o autharity
Mo autherity
No authority
o autharity
No authority
Continlious running

Monday:

[] Limit the use time

EHEE

Please set the start and end of business hours

Help[F1

ak

J[

Cancel

]

— Refer to p. 3-76 for more information about setting methods.

The template is edited.
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Delete Weekly Timer Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Administrator setting option] from the [Tool] menu.
3 Select [Weekly Timer template] from the Target of setting area.

4 Select template to delete from the list and click [Delete].

Authentication Setting E‘
Target of ssting weekly Timer Template:
WeeklyTimer template W | TenEEenme
1P flteng templete WER
Help[F1 ok I [ Cancel
5  Click [Yes].

PageScope Data Administrator

1 E Do you wank to delete the selected data?
-

The template is deleted.
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3.18 IP Filtering Template Settings
Create a template for when configuring device IP filtering.
The IP Filtering Templates can be used for Administrator settings’ Network
settings, TCP-IP settings, and IP filtering settings. Up to a maximum of 100
templates can be set.
Create IP Filtering Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Administrator setting option] from the [Tool] menu.

3 Select [IP filtering template] from the Target of setting area.

4 Click [Add].
Authentication Setting E‘
Target of ssting IP fitsring template:
WeeklyTimer template N. | Templeie nane
P fiktering template 43 Add.
Ef
B
Help(F1 oK I [ Cancel
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5

Configure the template, and click [OK].

Edit IP filtering template X

Template name’ test

Flangs of permission

Enable IP address permission setings

N P addisss rangs
1 0000-0000
2 nnoo-nooo )
3 0000-0000
4 0000-0000
5 0000-0000 %

Flange of exclusion
[] Enable the IP address exclusion settings

N. | IP address range
1 0.000-0000
@ oann-0onn E)
3 0000-0000
4 0000-0000
5 0000-0000 ki)

Help[F1 0. J [ cencel

Template name:

Input the name of the template to create.

Enable IP address permission settings:

Select this to enable configuration of IP address filtering.

Edit:

Configure permitted IP address ranges.

The Edit IP address range screen is displayed. Input the start and
end IP addresses, and click [OK].

Clear:

Clear the permitted IP address range. Select the permitted IP ad-
dress range from the list, and click [Clear].

Enable the IP address exclusion settings:

Select this to enable exclusion settings for IP address filtering.
Edit:

Configure IP address exclusion ranges.

The Edit IP address range screen is displayed. Input the start and
end IP addresses, and click [OK].

Clear:

Clear the IP address exclusion range. Select the IP address exclu-
sion range from the list, and click [Clear].

The template is created.
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Edit IP Filtering Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Administrator setting option] from the [Tool] menu.
3 Select [IP filtering template] from the Target of setting area.

4 Select template to edit from the list and click [Edit].

Authentication Setting E‘
Target of ssting IP fitsring template:

WesklyTimer template W | TenEEenme

[aRerng teneisle (5 A
Help[F1 ok I [ Cancel
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5 Configure the template, and click [OK].

Edit IP filtering template

Template name”, |test

Flangs of permission

Enable IP address permission setings

N IP address range
0000-0000
0000-0000
0.0.00-00.00
0000-0000
0000-0000

o =

Flange of exclusion
[] Enable the IP address exclusion settings

M. IF address 1ange
1 0000-0000
2 0000-0000
3 0000-00.00
4 0000-0000
5 0000-0000

Help[F1

B

B

oK

I

Cancel

l

— Refer to p. 3-81 for more information about setting methods

The template is edited.

PageScope Data Administrator
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Delete IP Filtering Templates

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to
page 3-1.

2 Select [Option] - [Administrator setting option] from the [Tool] menu.
3 Select [IP filtering template] from the Target of setting area.

4 Select template to delete from the list and click [Delete].

Authentication Setting E‘
Target of ssting IP fitsring template:
WesklyTimer template W | TenEEenme
e ethalelete WER
Help[F1 ok I [ Cancel
5  Click [Yes].

PageScope Data Administrator

! '0_\ Do vou want to delete the selected data?
L

The template is deleted.
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3

3.19 Backup / Restoration of Address and Authentication

It is possible to write the Address and the Authentication data that have been
read from the device to restore them as backup files.

Backup of Address and Authentication data

1 Start the Data Administrator to display main window.

— For details of the method for displaying the main window, refer to

page 3-1.

2 Select the device to import information from the list and click [Authen-
tication Settings/Address settings] in Function Selection field.

#

KONICA MINOLTA PageScope Data Administrator - [TOP]
jon  Tool Window Help
jshation of Device & Netwark Iritial Setting

EEX

-8 x

Basic Selfings | settings for muliple device | Application iniial seting

Fegistered
name

oy
B Onine -

Status Status Display Model name

Device list Nurtber of Displayed Devices:2

DDDDDD

Function Selection

Device Selection Filter
Display Al

PageScope Data Administrator
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3

3 Set the method for reading the supported device and then click [Im-

port].

Import the device information.

Import the devics information

Registered group | Default Group

Registered name [ .-

Device addiess, |kMBTS32483

&

Scan seftings

Import functions

Target of importing

2
i

7} Authentication Settings

@ Obtain from the device

g [ ddicss seings

Help(F1

® Obtain from the device

mpat | [ Caneel

- MEMO

The following screen is displayed according to the settings of the
SSL communication. In order to continue the operation, click [Yes]

in either case.
When the SSL communication is not yet

When the SSL communication is already

[ P — X Confirm of the SSL certification. X
e you e 1o acoep cerfcaton?
Conliaton rlomaten s 5 folow:,
Registered nams = - ]
Devicsaddess
Registered group name [Defsut Group ] Model nane KONICA MINOLTA b CE50
Regsieedname =
Model name KOMICA MINOLTA bizhub C652
Ol MR v bt 8, OU=11, DUKONICA MINDLTA b CE50,
Device addiess [ - | 0U-002058534D47. D=1, =22, 5=33, CP
Pubisher
A Device of non-S5L commurication is detected. Continue? [f you e CN AT CI=i Th b G650
) want to activate SSL vist PageGope Web Connection and OU-COZ0BB534D47, =111, 022, =35, CuP
activale the 351 seitings of OperdPl.)

Tem ofvadty

03/08/2007 018,22 - 3107/2017 011822

PageScope Data Administrator

3-87



How to Use the PageScope Data Administrator 3

4 When the administrator password screen is displayed, enter the ad-
ministrator password of the device and then click [OK].

Administrator, password E‘

Fiegistered name: - |

Registered group name: ‘ Default Group |

Model name: [KONICA MINDILTA bizhub C5G0 |

Divice address: [KMBT53:483 |

Device name: ‘ |

[ save

Admiristator password: ‘ ]

Admiristiatar passward [Confimation: ‘ |

HelpfF1) [ K | [ caws |

— Putting a check mark at [Save] dispenses with the entry of the pass-
word on and after the next time.

5  select [Backup of Address and Authentication data] from the [File]
menu.

()] Fie | Edi Tool Window Help
iy Deyice List »
ml Exit
Fun Refiesh
n
Walue
ST T
Default Group
KONICA MINDLTA bizhub C550
Backup of Address and Authentication data. >
date and time
Ciose The latest access date and time
11/2/2007 71337 PM
Address settings 11/8/2007 71337 P
< | =
Current status (11/8/2007 71337 PM)
Type Status ~
2 Piinter Caution(PaperEmptyManual) v
< >
sl | & = =

>
HelplF1 4 Refiesh from the device. =1

6 When the location is specified into which the backup files are saved,
click [Save].
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7 Enterthe Encryption password of the backup file and then click [OK].

Save all data to the file

Pleaze input an enciyption password,

Encryption password: | |

Encruption passward | |
[Confirmation):

HelplFt ( aK | [ Coneat |

8 When the confirmation message is displayed, click [OK].

KONICA MINOLTA PageScope Data Administrator [X]

. | ) Exported ko the file,

The backup file is written.
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Restoration of Address data

1

page 3-1.

2

Start the Data Administrator to display main window.

For details of the method for displaying the main window, refer to

Select the device to import information from the list and click [Authen-

tication Settings/Address settings] in Function Selection field.

%% KONICA MINOLTA PageScope Data Administrator - [TOP]

Detaul Group. KONICA MINOL.

EIEIX
1 Ele Euncon Tool Mindow Help -ax
= | +3 Regishiation of Device & Netwark Initial Setting
Basic Settings || Settings for multiple devics
Device fist Number of Displayed Devices:2 Function Selection
Registersd Device 5 Authentication Settings! Ad:
Stalus| Status Display | o9 Group name Model name el
- — - iy Admiristrator settings
€ [oine |- e Ociorom [conice o,
& Onine

Device Selection Fier
Display Al

port].

Import the device information.
Import the device information,

Fegistered group

| Defaul Group
Registered name [ -
Device address [ERETE]

Sean settings

Impot functions Target of imparting

2
sdh

Cd Buthentication Settings (%) Dbtain fram the devics

@ [ ddress setings (%) Dbtain from the device

HelofF1

Import

Cancel

Set the method for reading the supported device and then click [Im-
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- MEMO
The following screen is displayed according to the settings of the
SSL communication. In order to continue the operation, click [Yes]
in either case.

When the SSL communication is not yet When the SSL communication is already
set. t
PageScope Data Administrator 3]
Registered name ‘ 3 ‘
Registered group name [Defaut Grop: ]
Model name: KOMICA MINDLTA bizkub CE52
G PRI e . DU DUSKONIA MINDLTA B 550
Device addiess ‘ .. ‘ 0U=002068534D47. 0=111, L=22, 5=33, CalP
s
A Device of nen-§5L communication is detected. Confinue? [If you s, Gl TS T g sl s . OUI=11, OU=KONICA MINOLTA bichub 0850,
X want to activale SSL, visit PageScope Web Connection and 0U-002068534D.47, 0-111, =22, 533, C=IF.
activate the S5L seftings of OpendPI']

Termofvadty

0310872007 011822 - 310772017 0111622

e No

4 When the administrator password screen is displayed, enter the ad-
ministrator password of the device and then click [OK].

Administrator, password E‘
Registered name: [ - |
Rlesrtor] SR e | Defoul Group |
Model name: [KONICA MINOLTA bizhub C550 ]
Device addess: [KMBT534889 |
Disvics rame: ‘ |

[ save

Administiator password: ‘ |

Administrator password [Confirmation]: ‘ |

HelpiF1 [ K | [ e |

— Putting a check mark at [Save] dispenses with the entry of the pass-
word on and after the next time.
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5  Select [Address settings] from the Function selection field and then se-
lect [Restoration of Address data] from the [File] menu.

(5] File | Edt Tool Window Help

Deyice List

I Exit

Fun Refresh

®
od address book 7 fenfs) /2000 itemis)

Regtoration of Address data
100 item(s)

Backup of Adress and Authentication dala - 0 temie) ’

400 item(s)

Close
0 itemfs] /

1 Registered program address

I~

HelplF1 3 Refresh fomthe device. =}

6 Specify the backup file to be restored and then click [Open].

7 Enterthe Encryption password of the backup file and then click [OK].

Import the encrypted file

Please input an encryption passward.

Encryption password:

HelaiF1 [ 0K | [ comel ]

The Address data is restored.
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Restoration of Authentication data

1

Start the Data Administrator to display main window.

For details of the method for displaying the main window, refer to
page 3-1.

2

Select the device to import information from the list and click [Authen-
tication Settings/Address settings] in Function Selection field.

%% KONICA MINOLTA PageScope Data Administrator - [TOP]

EIEIX
1 Ele Euncon Tool Mindow Help -ax
= | +3 Regishiation of Device & Netwark Initial Setting
Basic Seltings | Settings for mulipls devis
Device st Number of Displayed Devices:2 Function Selection
Registered Device (£ uthertication Selfings? Adc
Status StahusDisploy e Group name Model name o
- p— - iy Admiristrator settings
& Onine

Detaul Group. KONICA MINOL.

Device Selection Fier
Display Al

Set the method for reading the supported device and then click [Im-

port].
Import the device information. E\
Import the device infarmation,
Registered group | Defaul Group | @
Registered name [ - .- | ‘
Device address [kmBT530289 | @

Sean settings

Impot functions Target of imparting

2
sdh

Cd Buthentication Settings (%) Dbtain fram the devics

@ [ ddress setings (%) Dbtain from the device

HelofF1

|mpart [ Cancel
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- MEMO
The following screen is displayed according to the settings of the
SSL communication. In order to continue the operation, click [Yes]
in either case.

When the SSL communication is not yet When the SSL communication is already
set. t
PageScope Data Administrator 3]
Registered name ‘ 3 ‘
Registered group name [Defaut Grop: ]
Model name: KOMICA MINDLTA bizkub CE52
G PRI e . DU DUSKONIA MINDLTA B 550
Device addiess ‘ .. ‘ 0U=002068534D47. 0=111, L=22, 5=33, CalP
s
A Device of nen-§5L communication is detected. Confinue? [If you s, Gl TS T g sl s . OUI=11, OU=KONICA MINOLTA bichub 0850,
X want to activale SSL, visit PageScope Web Connection and 0U-002068534D.47, 0-111, =22, 533, C=IF.
activate the S5L seftings of OpendPI']

Termofvadty

0310872007 011822 - 310772017 0111622

e No

4 When the administrator password screen is displayed, enter the ad-
ministrator password of the device and then click [OK].

Administrator, password E‘
Registered name: [ - |
Rlesrtor] SR e | Defoul Group |
Model name: [KONICA MINOLTA bizhub C550 ]
Device addess: [KMBT534889 |
Disvics rame: ‘ |

[ save

Administiator password: ‘ |

Administrator password [Confirmation]: ‘ |

HelpiF1 [ K | [ e |

— Putting a check mark at [Save] dispenses with the entry of the pass-
word on and after the next time.
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3

5  Select [Authentication settings] from the Function selection field and

then select [Restore authentication settings] from the [File] menu.

%% KONICA MINOLTA PageScope Data Administrator - [Authentication settings/Address settings - Default ..

(5)[ File | Edit  Teol Window Help
= Device List »
| Exit
Funl | Retiech e
1 and Accaunt Track
Export » | lem Value Resut
afjob... Job skip
Number of courters .. 700 / 300
Synchionize user au..  Synchionize
Backup of Address and Authentication data e e
Fiestore autheniication seifings User st display seltl..  Alow
stings Alow
Close: b aimum rumber of .. Restict
User D
& 3
Settings:
Wafhen humber of jobs reach masimum
~

[Job skip

| B @

I~
I

HelplF1 3 Refresh from the device. ]

6 Specify the backup file to be restored and then click [Open].

7 Enterthe Encryption password of the backup file and then click [OK].

Import the encrypted file

Fleaze input an encryption password.

Encryption pazsword:

Help(F1

=

)

Cancel
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8 Set the Authentication setting restore and then click [Next].

Wizard for restoring authentication settings

Sethowto restore authentication settings.
114

Start ta restore authentication settings
Account/User counters
(%) Set to backed up value
O Set ta zero.
Reference Allowed Group
(=) Restore:

) Do not restore

M [ Dverwite the existing reference allowed groups.

HelplF1 [ [

Cancel |

— Set to backed up value:
Put a check on it when the Account and User counters are also re-
stored.

— Set to zero:

Put a check on it when the Account and User counters are reset to
0.

— Reference Allowed Group - Restore:
The Reference Allowed Group of the Administrator setting is also
restored.

— Reference Allowed Group - Do not restore:
The Reference Allowed Group is not restored.

9  Click [Start].

Startta restore authentication settings.
214
Restore the fallowing saved data
Item Walue
Authentication mode User Authentication
‘when number of jobs reach masimum Job skip
it without authertication Alow
User list display settings Hllow
Display setting of lagout confimation screen Mo
Public user seiings Restict
Maximum number of public boxes Restrict
tMana Color/2 Color Setting Calor
User authentication Device authentication
Mumber of registered users Oitem(s)
HOME Address Setting Mo
TH Address Restriction Do Mot Restrict
HDD Installed
Authentication Devics Settings Nore
HelplF1) ok | Start ] [ Caedl
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10 click [Finished].

Wizard for restoring authentication settings

Restoration of authentication settings complete

Wizard for restoring authentication settings

4i4

The authentication settings is restored.
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APPENDIX 4

I
4 APPENDIX

4.1 Authentication Mode Template Setting Items

Settings item name

Details

When number of jobs
reach maximum

Select Job skip to suspend only that job, and to continuing normal
processing of other jobs when the number of jobs reaches the max-
imum.

Select Stop to suspend all subsequent jobs when the number of
jobs reaches the maximum.

The allocation of the
number of users

Set the ratio of the number of users and the number of accounts be-
tween 1 and 999.

Synchronize user and
account

To synchronize users and accounts, select Synchronize.

To not synchronize users and accounts, select Do not synchronize.

Print the non-authenti-
cated user or account

To synchronize printing of non-authenticated users or accounts, se-
lect Allow.

To not synchronize printing of non-authenticated users or accounts,
select Restrict.

Display the user list in
the panel

To display the user list in the device panel, select On.

To not display the user list in the device panel, select Off.

Public user

To permit public users, select Allow.

To not permit public users, select Restrict.

Permit copy function of
public user

To permit copy functions for public users, select Allow.

To not permit copy functions for public users, select Restrict.

Permit scan function of
public user

To permit scan functions for public users, select Allow.

To not permit scan functions for public users, select Restrict.

Permit fax function of
public user

To permit fax functions for public users, select Allow.

To not permit fax functions for public users, select Restrict.

Permit user box access
of public user

To permit box access for public users, select Allow.

To not permit box access for public users, select Restrict.

Permit print function of
public user

To permit print functions for public users, select Allow.

To not permit print functions for public users, select Restrict.

Permit print of transmit
function for public user

To permit print for transmit functions for public users, select Allow.

To not permit print for transmit functions for public users, select Re-
strict.

Permit color function of
public user

To permit color print functions for public users, select Allow.

To not permit color print functions for public users, select Restrict.
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Settings item name

Details

Permit black function of
public user

To permit black print functions for public users, select Allow.

To not permit black print functions for public users, select Restrict.

Permit Color transmit
function of public user

To permit color image transmit functions for public users, select Al-
low.

To not permit color image transmit functions for public users, select
Restrict.

Authentic method

To authenticate on the device, select Device.

To authenticate on a network server, select Server.

Network server type set-
tings

To authenticate on the SMB server, select SMB.

To authenticate on the NDS server, select NDS.

To authenticate on the Active Directory server, select Active Direc-
tory.

Domain name (ActiveDi-
rectory)

If “Active Directory” is selected as the external server type, then in-
put the Active Directory domain name.

Domain name (SMB)

If “SMB?” is selected as the external server type, then input the SMB
domain name.

NDS tree name

If “NDS” is selected as the external server type, then input the NDS
tree name.

NDS context name

If “NDS” is selected as the external server type, then input the NDS
context name.

Copy permission of out-
side user.

To permit copy functions for public users authenticated on a network
server, select Allow.

To not permit copy functions for public users authenticated on a net-
work server, select Restrict.

Scan permission for out-
side user.

To permit scan functions for public users authenticated on a network
server, select Allow.

To not permit scan functions for public users authenticated on a net-
work server, select Restrict.

Fax permission of out-
side user.

To permit fax functions for public users authenticated on a network
server, select Allow.

To not permit fax functions for public users authenticated on a net-
work server, select Restrict.

User box access permis-
sion for outside user.

To permit box functions for public users authenticated on a network
server, select Allow.

To not permit box functions for public users authenticated on a net-
work server, select Restrict.

Print permission for out-
side user.

To permit printing by users authenticated on a network server, select
Allow.

To not permit printing by users authenticated on a network server,
select Restrict.

PageScope Data Administrator

4-2



APPENDIX

Settings item name

Details

Permit print of transmit
function for outside user

To permit print for transmit functions for public users authenticated
on a network server, select Allow.

To not permit print for transmit functions for public users authenti-
cated on a network server, select Restrict.

Weekly Timer Template Setting Items

Settings item name

Details

Mon. ~ Sun.

Set timer individually for each day.

¢ Restrict usage times: Select this to configure the timer for this
day.

e Usage start: set from 00: 00 to 23: 59.

e Usage end: set from 00: 00 to 23: 59.

Off function settings at
lunchtime

Specify whether or not to turn the device power off at the specified

time.

e Off at lunchtime: Select this in order to turn the device power off
at the specified time.

* Lunchtime OFF: set from 00: 00 to 23: 59.

* Restart time: set from 00: 00 to 23: 59.

Set a password for using
during off-hours

Set this in order to enable use of the device while the weekly timer

has turned the device power off.

e Use during off-hours: Select this in order to enable use of the de-
vice while the weekly timer has turned the device power off.

e Password: Input the password with a maximum of 8 characters.

What Do | Do If this Message Is Displayed?

Message

Details of Error

Please input appropriate
IP address

Incorrect IP address range. Change the end IP value.

Duplication error

Identical data is already registered. Identical data can not be regis-
tered.

LDAP connection error

Confirm that LDAP server data in the LDAP server settings is correct.

Failed to update XXXXX

Failure in refreshing XXXXX device data. Confirm that the device is
ready, and try again.

Failed to delete XXXXX

Failure in deleting XXXXX device data. Confirm that the device is
ready, and try again.

Failed to set XXXXX

Failure in writing XXXXX device data. Confirm that the device is
ready, and try again.

Failed to get XXXXX

Failure in acquiring XXXXX device data. Confirm that the device is
ready, and try again.

A data is empty

Displayed if there is no data in the device to be read, when importing
data from a device using the import from device function.

The password is differ-
ent

The input password and that input for confirmation do not match. In-
put both passwords again.
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Message

Details of Error

File format error

A file that can not be imported has been selected. This file format is
not supported by this application.

A file format is not right

The file format is incorrect. Confirm that the backup data is for this
device model, and that it is not data stored in a different location.

Log-in error

You can not log in to the device. Check the password (and user-
name) and try again.

No searching data

The corresponding data does not exist. Select a different file (or
change LDAP search filters).

Selected file format error

The selected file is invalid. Select another file.

Communication error

Communication error with the device. Confirm that network cables
are connected, and that the device is switched on.

Failed to import data

Failure in importing data from the device. Confirm the connection
with the device, and attempt import again.

Input error

Characters that can not be input have been used. Input characters
that are permitted.

Data length error

The permissible input range is exceeded. Input the permitted
number of characters.

A value is empty

Required input fields are missing. Ensure you input all required
fields.

Multiple applications
cannot be started simul-
taneously

More than one instance of this software can not be started on the
same PC at the same time.

Error : Device locked: If
any one of the following
events occurs, it is not
able to write in the de-
vice. Please confirm the
situation and retry it. Job
is suspended in the de-
vice. Log into the device
by an administrator. Job
is doing in the device.

If any of the circumstances at left apply, then resolve the issue, and
then write to the device. (For example, if jobs are backed up on the
device, then either remove these jobs, or wait for all jobs to complete
before attempting to write to the device.)

Failed to change the user
box owner

Failure in processing a change in the box owner. Reconfigure set-
tings.

The change authentica-
tion mode wizard is not
able to boot up because
data are updated. Please
retry after writing it to the
device

If Change authentication mode and Change counter range functions
are different to settings for the device and its applications, then the
functions can not be run. Write data that is being updated or added,
or refresh device information, then run the application.

Device data is changed
from other application

Settings on the device were changed when editing with PageScope
Data Administrator. In this state, writing to the device is not possible.
Import from the device again, and edit.

Device of non-SSL com-
munication is detected.
Continue? (If you want to
activate SSL, visit Page-
Scope Web Connection
and activate the SSL set-
tings of ‘OpenAPI’.)

With non-SSL transmission, data is transmitted across the network
in a non-encrypted form. It is recommended that you enable SSL for
devices in PSWC (PageScope Web Connection), and then configure.
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Message

Details of Error

Required field error

Required input fields are missing. Ensure you input all required
fields.

Error: Input length over

The input text string exceeds permissible lengths. Input a text string
that does not exceed these limits.

Error: unavailable char-
acter is used

Characters that can not be used have been used. Input characters
that are permitted.

Error: the numerical val-
ue is not set

Input numerical values.

Error: range over

Input numerical values within the range.

The object is not chosen

Select a device from the list.

Duplicate device IP ad-
dresses exist

The same device is already in the list. The same device can not be
displayed in the list.

Timeout error

Timeout error. Check the network connection, and that the device is
switched on.

There is a possibility that
the SNMP read commu-
nity name is changed.
Please input a correct
community name.

This is displayed if the SNMP read community name has been
changed. Input a correct SNMP community name for the device.

Itis not able to be started
up because the neces-
sary DLL is not able to be
loaded

Check that the application is correctly installed. Additionally, check
that the supported plug-ins on the device that is being used to carry
out settings are correctly installed.

There is no external ap-
plication

In order to start HDD Backup Utility and other network tools, these
tools need to be installed. Install these tools, and try again.

Fail to change IP ad-
dress.

Try again, or configure using the device operations panel.

Model is different

To register a device in “Register from IP address”, ensure that the
device model is correct. In this case, delete the device from device
registration, and carry out registration again.

Unknown error

An unknown error has occurred. Close the application, then recon-
figure settings.

Since “Password Rule”
of a device's administra-
tor settings is “ON,”
please set up the pass-
word of eight or more
characters. Moreover, it
cannot set to the pass-
word of only the same
character.

When password rules are turned ON in device administration set-
tings, then passwords that have under 8 characters, or that have all
the same characters may not be used. To use passwords such as
these, ensure that password regulations are turned OFF.

When the device infor-
mation dialog is opened,
the maintenance func-
tion can not be used.

Close the device information dialog box, and then try again.
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Message

Details of Error

Because no target de-
vice is registered in the
device list, batch
processing cannot be
started.

Register a target device in the device list. Or check if the function is

available for a target device.
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